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Abstract — The increasing demand for location based services
inside buildings has made indoor positioning a significant
research topic. This study deals with indoor positioning using the
Wireless Ethernet IEEE 802.11 (Wireless Fidelity, Wi-Fi)
standard that has a distinct advantage of low cost over other
indoor wireless technologies. The aim of this study is to examine
several aspects of location fingerprinting based indoor
positioning that affect positioning accuracy. Overall, the
positioning accuracy achieved in the performed experiments is
2.0 to 2.5 meters.
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I. INTRODUCTION

The increasing demand for location based services inside
buildings has made indoor positioning a significant research
topic. The applications of indoor positioning are many, for
instance, indoor navigation for people or robots, inventory
tracking, locating patients in a hospital, guiding blind people,
tracking small children or elderly individuals, location based
advertising, ambient intelligence etc.

Although the Global Positioning System is the most popular
outdoor positioning system, its signals are easily blocked by
most construction materials making it useless for indoor
positioning. This study deals with indoor positioning using the
Wireless Ethernet IEEE 802.11 (Wi-Fi) standard that has a
distinct advantage of low cost over other indoor wireless
technologies — it has relatively cheap equipment and in many
areas usually a Wi-Fi network already exists as a part of the
communication infrastructure avoiding expensive and time-
consuming infrastructure deployment.

Although Wi-Fi has not been designed for positioning, its
radio signals can be used for location estimation by exploiting
the Received Signal Strength (RSS) values measured in any
off-the-shelf mobile device equipped with Wi-Fi facilities —
and no additional special-purpose hardware is required. Such a
positioning system can be relatively easily implemented for
notebook computers, personal digital assistants (PDAS),
smartphones, and other Wi-Fi enabled mobile devices.

Most of the proposed Wi-Fi indoor positioning systems use
either proximity detection via radio signal propagation models
[1] — [3] or location fingerprinting techniques [3] — [11].
Deriving an accurate propagation model for each Wi-Fi access
point (AP) in a real-world indoor environment is extremely
complex and therefore usually results in a relatively poor
positioning accuracy [3], [11]. On the other hand, location
fingerprinting techniques use empirical data to approximate a
location. First, a so called radio map is constructed by

measuring RSS at a number of known locations — calibration
points. The location of the user is then determined by
comparing the obtained RSS values to a radio map. This
provides accurate positioning even in very complex
environments while the modelling of the complex signal
propagation is avoided. In addition, the fingerprinting
techniques usually do not require knowing exact locations of
APs.

An early example of a positioning system that uses
fingerprinting is RADAR [12]. In RADAR, user’s location is
determined by finding a known fingerprint that is most similar
to the actual RSS readings. Since then, many studies have
been conducted that perform location estimation from a radio
map employing Nearest Neighbours [3], [4], [9], [13],
Acrtificial Neural Networks [13] — [15], Support Vector
Machines [6], Decision Trees [5], [11], Bayesian techniques
[9], [10], [16], or other techniques [2], [3], [7], [9]. In majority
of these studies the Nearest Neighbours technique, in addition
to its simplicity, turned out to be among the most accurate
ones.

The aim of this study is to examine several aspects of Wi-Fi
location fingerprinting based indoor positioning that affect the
positioning accuracy.

Making use of weakly-sensed APs: It is considered to make
use of (in many studies frequently ignored) weakly-sensed
APs located further away, on other floors, and even in nearby
buildings. It is demonstrated that the weak APs can provide
additional information for at least a slightly more accurate
positioning. Furthermore, also a situation, when in the entire
building there would be no APs, is considered — the
positioning system may use signal strength information from
only those APs that are in other buildings nearby.

Making use of the two different Wi-Fi frequency bands: The
use of either or both 2.4 GHz and 5 GHz Wi-Fi bands using
IEEE 802.11b/g and IEEE 802.11a standards is examined.

Making use of device orientation information: In studies
[9], [10], [12], [17], it is argued that the mobile device
orientation information can have a significant effect on the
RSS values and therefore on estimated location. This study
examines the opportunity to improve positioning accuracy
using device orientation information provided by a digital
compass — a piece of hardware that is built-in in many newest
handheld devices.

Testing the accuracy on devices with different RSS
measuring characteristics, i.e. different ranges of possible
RSS values and different RSS measurement precisions. In this
study, it is done using three different devices —a PC notebook,
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Fig. 1. The two phases of location fingerprinting

a smartphone, and a Pocket PC PDA.

In many existing studies, to perform the positioning
experiments, (usually) three to six APs are carefully
distributed across the area of interest specifically for the
purposes of the experiments. Therefore, it should be noted that
in the experiments of this study no additional APs were
deployed and no existing APs were moved — the experiments
are performed using an already existing infrastructure with
APs that have been deployed for maximum Wi-Fi internet
availability.

The remainder of this paper is organized as follows: Section
2 outlines location fingerprinting, describes Weighted
k-Nearest Neighbours algorithm and sketches the idea of the
usage of device orientation information. Section 3 describes
the developed software. Section 4 describes the performed
experiments and presents experimental results and findings.
Finally, Section 5 concludes the paper.

Il. METHODOLOGY

A. Location fingerprinting

Location fingerprinting based positioning systems usually
work in two phases (see Fig. 1): calibration phase (also called
offline phase) and positioning phase (also called online phase
or run-time phase). In the calibration phase, a mobile device is
used to measure RSS values (in dBm) from several APs at the
chosen calibration points in the area of interest. Each of the n
measurements becomes a part of the radio map and is a tuple
(g,,r;) i=12...n where g, =(x;,y;) are the geographical
coordinates of the ith location and r; = ril,riz,..rim) are the m
RSS values from m APs at that location. Usually, an average
of several samples recorded per location is stored.

In the positioning phase, a mobile device measures the RSS
values in an unknown location and applies a location
estimation algorithm to estimate its current location using the
previously created radio map. As indoor environments have
unique signal propagation characteristics, it can be assumed
that each location can be associated with a unique combination
of RSS values.

B. Weighted k-Nearest Neighbours

A general Weighted k-Nearest Neighbours (WKNN)
algorithm for location fingerprinting can be described as a two
step process. First, find within the radio map the k indices
iy,0p,.. 0 whose 1,1, ,...r, values are nearest (according to
Euclidean distance in the signal space) to the given vector r
measured at the unknown location. In the second step,
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calculate the estimated location g (for each coordinate
separately) as an average weighted by the inverse of the RSS
distances:

k- W;Q;
9= —

= Z;W‘ ,

where all weights are nonnegative w; =d(r; ,r)™" and d is the
Euclidean distance between the m-vectors. Note that there is a
special case when the distance is zero; then as the estimated
location just the one with the zero distance is taken without
fully computing (1). The reasoning behind this algorithm is
that the calibration point with the shortest distance in signal
space also has the shortest distance in physical space, and as
such acts as a proper location estimate.

WKNN has one tuning parameter, the number of nearest
neighbours considered k, which is used to control the locality
of the location calculation. When k =1, the algorithm acts as
a simple look-up table. For larger values, the location can also
be estimated to be somewhere in-between the calibration
points. Reference [18] recommends using k=1 only if the
density of the radio map is high. However, k should also not
be too large as then the location estimates will be too much
influenced by calibration points far away. In this study the
number is fixed experimentally tok = 2.

M

C. Making use of device’s orientation information

The study in [9] showed that the positioning accuracy
significantly benefits from varying rotation of the measuring
device during the calibration phase. This is mostly because of
the radio irregularity caused by the direction of a mobile
device antenna, existence of some reflector of the wireless
signal, or user’s body due to the high proportion of water in
human body absorbing wireless signals [10], [17]. Device
rotation can level out or equalize the impact of its orientation
to measure more reliable fingerprint compared to the
fingerprint that is measured only for one direction.

In [10], during the calibration phase RSS values were
recorded in four different orientations while in the positioning
phase device orientation was estimated and employed for a
more accurate positioning. It was shown that, when the user
movement consists of mostly straight lines, positioning
accuracy can be improved. However, if the orientation of the
device is estimated incorrectly, the positioning accuracy
decreases.
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Theoretically, the availability of orientation information
from a built-in digital compass can improve the positioning
accuracy by using radio map data of only the specific
orientation. This study examines the potential to improve
positioning accuracy using device orientation information
provided by a digital compass.

I1l. DEVELOPED MOBILE SOFTWARE

To perform the experiments, a prototype of an indoor
positioning system that works entirely on the user’s device
(without requirement to have a back-end server) was
developed. The software allows determining the position of
the device using a prepared radio map and device built-in
Wi-Fi chipset. The software works in the two location
fingerprinting phases — calibration phase and positioning
phase. Fig. 2 shows a screenshot of the software for handheld
devices with Microsoft Windows Mobile operating system.

In calibration phase, the available Wi-Fi access point RSSs
are measured in different positions in the building. In each
point RSS of all available APs are measured for a defined
period of time and after that the average value is calculated
and written into radio map.

In positioning phase, the software determines the actual
position. RSS values of all the sensed APs are measured and
compared to the ones in the prepared radio map so that a
number of nearest neighbours (in the signal space) are selected
and used for position estimation. While the first phase is
usually done by the system maintainers, the second phase is
the one that is actually performed by the end-user.

In calibration phase, the software has the following
functionality: 1) load and view map of the building; 2) view
list of all available APs and their current RSS in the current
position; 3) perform fingerprinting by tapping on the current
position in the map. Functionality in the positioning phase: 1)
load and view map of the building; 2) estimate position (in
form of coordinates as well as a point on the loaded map).

ve WiFiIPS

R R

Salect n poitt for fingerprvdng by tapping on it

| |

Scanner

Pesticning | Fingerprinting

Fig. 2. ,,Fingerprinting” tab

IV. EXPERIMENTAL STUDY

A. Experimental testbed and data collection procedure

The experiments were performed on the fifth floor of a five-
storey building of the Faculty of Computer Science and
Information Technology, Riga Technical University.

Fig. 3 displays the layout of the floor where the experiment
was performed. The area has five APs installed, which have
been deployed for maximum Wi-Fi internet availability, and
can be sensed in at least a third part of the area. The largest
left-out part of the fifth floor (upwards in the figure) has some
additional APs that can be barely sensed from some nearest
locations. Furthermore, some APs from the fourth and even
third floors can also be sensed in some small areas. This sums
up in locally-situated 14 APs. Most of the local APs are
Enterasys devices RBT-1002 and RBT-4102 operating in both
IEEE 802.11a and IEEE 802.11b/g modes at the same time,
allowing getting RSS readings for both 2.4 GHz and 5 GHz
Wi-Fi frequency bands. Additionally, there are a total of 43
APs in the nearest buildings, each of which can be sensed in at
least one small location. Note that no additional APs were
deployed and no existing APs were moved — the experiments
were performed using an already existing infrastructure. The
measurements were done mostly in working hours with people
walking around and the Wi-Fi internet being used.

Two experiments were performed. The first experiment
involved a PC notebook with an internal wireless card. The
area of the testbed in this experiment is approximately 860 m?
in (displayed in Fig. 3). The second experiment involved HTC
Touch HD smartphone and Fujitsu-Siemens Pocket Loox
N560 Pocket PC device both using Microsoft Windows
Mobile operating system. The area of the testbed in this
experiment was smaller (for technical reasons) —
approximately 460 m? (the lower horizontal part of the
building in Fig. 3). Note that the handheld devices have less
sensitive Wi-Fi chipsets (they only sensed about 19 APs of the
nearest other buildings) as well as they do not support IEEE
802.11a mode.

The RSS measurements were collected by a human operator
using one of the mentioned devices with internal wireless
card. The devices were used for both calibration and
positioning phase.

For the first experiment a total of 82 calibration points were
defined, while the second experiment involved 46 calibration
points. In the classrooms, the points were placed near the
walls and corners, as the walls are responsible for fast drop of
signal strength while in the free space the signal strength drops
much slower, especially further away from an AP. On
average, the distance from one calibration point to the nearest
other point is 3.7 m within the same room and 2.6 m when
also the points from other rooms are considered. The number
of APs that could be sensed from a location ranges from 2 to
13 with average of 7.
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Fig. 3. Layout of the testbed environment with calibration points

To be able to test the usefulness of device orientation
information, for each calibration point the RSS readings were
collected in four directions (facing north, east, south, and
west), while for each direction a total of 30 RSS samples were
collected over a time span of 30 seconds. The readings were
then averaged for each direction separately as well as for all
the directions combined, resulting in five different average
RSS values, each for a separate radio map.

Finally, a test set of 68 points for the first experiment and
25 points for the second experiment was created (see Fig. 4).
The placement of the testing points mimics a person walking
following the route through classrooms and hallway. The route
starts at one point and finally ends at the same point, visiting a
number of different locations where each location is visited
two times, each time facing a different direction. The
measurement process, apart from that it is performed for only
two orientations, is the same as for the calibration points.

For PC notebook device averaged RSS values range
from -99dBm (used when the AP is not present) to
about -33 dBm in close proximity to an AP. For smartphone
device it is from -99 dBm to -40 dBm, for the Pocket PC
device it is from -99 dBm to -50 dBm. Additionally it is
important to note that RSS measurements of the Pocket PC
device could only be done in steps of 10 measurement units,
while the other two devices allowed steps of 1 unit. Here, a
question rose — how much worse will the results of the Pocket
PC device be? The outcome of the measurement session can
be downloaded at http://www.cs.rtu.lv/jekabsons/.

B. Experimental results

Table 1 summarizes the positioning errors for the first
experiment (using the PC notebook device).

Making use of weakly-sensed APs: The results suggest that
indeed the positioning accuracy can be at least slightly
improved if the list of the used APs consists of not only the
strongest APs (average positioning error of 2.43 m) but also
the weakly-sensed APs located further away, on other floors,
and even in nearby buildings as well (average positioning
error of 2.19 m).
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Additionally, an interesting result is that if in the entire
building there would be no APs and the positioning system
could use signal strength information from the ‘outside’ APs
only — those of the other buildings nearby, the average
positioning error would still be a decent 7.14 m. This suggests
that such a positioning system could still be useful, especially
if used together with some supplementary positioning or
tracking technology while walking through hallways in the
middle of the building (where, in this experiment, the
positioning error is the largest).

Making use of the two different Wi-Fi frequency bands:
Signals from eight of the local APs were strong enough for the
measuring device to be able to detect them in both bands,
2.4 GHz (IEEE 802.11b/g) as well as 5 GHz (IEEE 802.11a).
It turned out that in addition to 2.4 GHz RSS, using also the
5GHz RSS (as if they came from additional eight APS)
always increased the average positioning accuracy by at least
10%. Apparently, despite the sharply dropping 5 GHz signal
strength, the RSS values are still useful for extracting
additional information for positioning.

Making use of device orientation information: For this
experiment, four different radio maps where created — one for
each orientation. The location estimation for each testing point
was done using corresponding orientation of the radio map
nearest to the actual orientation of the measuring device at the
time of measurement.

While theoretically the availability of orientation
information could increase the positioning accuracy, in
practice there was no improvement. The reason for this could
be the evident signal strength fluctuations, i.e. the noise in the
data might be higher than the useful orientation-specific
information. Nevertheless, it should be noted that the
positioning accuracy significantly benefited from the RSS
readings averaged over all four orientations, for example,
while using all local APs and both frequency bands, the
positioning error decreased from 2.85m, when RSS
information from only the north orientation was used, to
2.10 m, when all four orientations were used.

Finally, the impact of varying the number of used APs was
studied in more detail and without regarding the origin of an
AP (see Fig. 5). The list of all APs was sorted by their overall
RSS variance in the full radio map and for each number of
used APs only those with the largest variance were used. As
expected, the positioning error is not a linear function of the
number of APs: the decreasing rate of positioning error
gradually slows down and at some threshold it is evident that
only little benefit is achieved by further increasing the number
of APs. Here, the best results are achieved mostly using about
20 APs. However, the fluctuations of the curves suggest that a
better criterion for sorting the APs or a better algorithm for
finding the best subsets of the APs could be used delivering
smaller subsets with the same or even slightly better
positioning accuracy.
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TEST SET ERROR (IN METERS) DISTRIBUTION FOR EXPERIMENT WITH NOTEBOOK: MEAN, MEDIAN, AND PERCENTILES
Mean Median 75" 90" 95"
5 strongest local APs
2.4 GHz 2.56 2.35 3.60 4,64 5.56
Both freq. 2.28 1.87 3.40 424 5.36
Both freg. + orientation info. 2.45 1.88 3.76 4.70 5.50
All local APs (14)
2.4 GHz 2.33 2.16 3.17 3.99 5.12
Both freq. 2.10 1.67 3.12 418 5.41
Both freg. + orientation info. 2.40 161 3.26 5.03 7.23
All sensed APs (57)
2.4 GHz 2.44 2.32 3.58 462 5.10
Both freg. 2.02 1.62 3.04 4.22 4.52
Both freg. + orientation info. 211 171 3.10 4.08 4.96
Only the ‘outside’ APs (43) 7.14 6.51 10.02 13.64 14.55
The results of the second experiment (with the handheld 4
devices) are shown in Fig. 6 (for the smartphone device) and i !
Fig. 7 (for the Pocket PC device). The dependence of average fed
positioning error (in meters) on the choice of the method T = APs on the 5th flocr
(WKNN versus k-Nearest Neighbours, KNN which is the i . ﬁi: o] :’r: ;:'; 2"02"
same WKNN method but without the weighting) and selected & « Testing points
number of nearest neighbours k is shown (from 1 to 10). ~ « Estimated positions
‘l

From the results, it can be seen that at first increasing the k
value decreases the positioning error. But already starting
form k =2 (the best value for the used Pocket PC device) or
k = 3 (the best value for the used smartphone device) the error
starts to increase. It can be seen that fewer calibration points
that are nearer in the signal space are actually more useful for
position estimation than more calibration points taken from a
larger radius. More calibration points from further away
actually dilute the useful information.

The smallest positioning error in this experiment was 2.35
meters using WKNN method. The best result of KNN was
2.48 meters. This experiment also demonstrates that in
practice the WKNN method is expected to be more accurate
than KNN. The only difference between those two methods is
that WKNN also takes into account the signal space distances
to calibration points. Note also that these results are very
similar to the results performed by a PC notebook, which has
at least slightly more sensitive Wi-Fi chipset.

'L
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A

Fig. 5. Positioning performance with different numbers of APs
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Fig. 6. Average positioning error dependence on k, smartphone device

Finally, the experiment showed that the Pocket PC device
with significantly lower RSS measurement precision still
performed surprisingly well — the results are almost the same
for both handheld devices. Similarly to the uselessness of the
orientation information, this can be explained by the evident
signal strength fluctuations — the noise in the data might be
higher than the useful information from the more precise
measurements. This can be seen also as good news because
this means that we can achieve reasonably high positioning
accuracy with rather cheap Wi-Fi chipsets.
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Fig. 7. Average positioning error dependence on k, Pocket PC device

CONCLUSION

This paper examined several aspects of Wi-Fi location
fingerprinting based indoor positioning that affect the
positioning accuracy. Based on the experimental findings, the
following conclusions can be drawn.

It was observed that a positioning system can benefit from
the availability of additional weakly-sensed APs as well as
APs working in 5 GHz frequency band (using IEEE
802.11a/n). RSS readings from these APs gave a notable
improvement in positioning accuracy. In fact, in this study,
using exclusively the APs from other buildings nearby, the
positioning error was still a decent 7.14 m.

Nevertheless, it must be noted that the benefit from adding
more and more weakly-sensed APs quickly decreases and
after a certain number of APs, the accuracy actually can
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deteriorate. This is especially true for sparse radio maps. One
of the future work directions here could be consideration of
some kind of automatic subset selection technique to filter out
the irrelevant APs. While this may not bring much additional
accuracy, at least the size of RSS fingerprint database could be
significantly reduced (see Figure 5 where it can be observed
that the system can reach about the same accuracy using about
the third of all the available APs).

The results also have shown that the performance of the
handheld devices with less sensitive Wi-Fi chipsets actually
was very similar to the performance of the PC notebook with
more sensitive chipset. Furthermore, the Pocket PC, which in
fact offers only six gradations of signal strength, still
performed very well.

In this study, the availability of orientation information
could not increase the positioning accuracy. The reason for
this could be the evident signal strength fluctuations.
However, as this result appears to contradict with some other
studies, it should be investigated more extensively with
different experimental setups.
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Kaut ar globalas pozicion&Sanas sist€éma ir vispopularaka pozicion&Sanas sist€éma, tas signali tiek blokéti ar lielako dalu €ku konstrukciju materialu, padarot to
nederigu izmantoSanai iekStelpu poziciongsanai. Sis pétfjums ir veltits iekStelpu poziciongsanai, izmantojot bezvadu interneta tehnologiju Wi-Fi (Wireless
Ethernet IEEE 802.11), kas sniedz tadu prieksrocibu ka zemaka cena, salidzinot ar citam bezvadu tehnologijam, kuras ir iespgjams izmantot iekstelpas. lekartas,
kuras izmanto Wi-Fi tehnologiju, ir salidzinosi l&tas, ka ari daudzas vietas Wi-Fi infrastruktiira jau ir uzstadita, tadgjadi tas palidz ari izvairities no dargas un
laikietilpigas infrastruktiiras ierikoSanas. PieaugoSais pieprasijums péc ,,atrasanas vieta saknotajiem pakalpojumiem” (Location Based Services, LBS) iekstelpas
ir padarfjis iekstelpu poziciong$anu par svarigu izpétes jautajumu. ST pétfjuma mérkis — izpétit dazadus Wi-Fi saknotus LBS iekstelpu poziciongianas aspektus,
kas ietekmé pozicion&Sanas precizitati, izmantojot signalu ,,pirkstu nospiedumu” (fingerprinting) metodi. Raksta ir aplukoti $adi aspekti: signalu stiprumu
datubazes izméri, signalu stipruma mérfjumu skaits viena mérijjuma punkta, vaji uztveramo piekluves punktu izmanto$ana, dazadu Wi-Fi tehnologijai pieejamo
frekvenéu izmantosana, ierices orientacijas informacijas izmantoSana, ka ari pozicion&Sanas precizitates atkariba no ierices mérijumu precizitates. Praktiskie
eksperimenti tika veikti, izmantojot tris tipu ierices: PC portativo datoru, viedtalruni un Pocket PC ierici. Pamatojoties uz eksperimentiem, tika izdariti $adi
secinajumi. Wi-Fi poziciongSanas sistémas var ieglit augstaku poziciongSanas precizitati, papildus tuvu esoSajiem Wi-Fi piekluves punktiem, izmantojot art
attalinatakus vaji uztveramus piekluves punktus. leglita pozicion&sanas kliida bija aptuveni 2 metri. Pie tam, eksperimenti paradija, ka, pat izmantojot piekluves
punktu signalus tikai no citam apkarteso$ajam &kam, pozicion&Sanas kliida bija tikai aptuveni 7 metri. Precizitate uzlabojas, bez 2.4 GHz frekvences signalu
mérfjumiem, papildus arT izmantojot 5 GHz frekvences signalu mérfjumus (izmantojot IEEE 802.11a/n standartus) — klada samazinajas par aptuveni 10%.

I'unte ExaGeonce, Bagum Kaiipum, Baaum JKypasieB. AHa/IH3 TOUHOCTH MO3UIIHOHHPOBAHHUS BHYTPH NOMeIlleHHii, 0CHOBAHHOTO Ha TexHoJoruu Wi-Fi
Xots cucTeMa II00adbHOTO MO3HIHOHUPOBAHHSA U SIBIAETCS CaMOM IIOMyNISIPHOH CHCTEeMOH IO3MIMOHMPOBAHUS, €€ CHIHAIBI C JIETKOCTHIO ONOKHPYIOTCS
OONBIIMHCTBOM MaTepHAalIoB KOHCTPYKLHWH, Henas ee Oecrone3HOH I MHO3WIHOHHPOBAaHMS BHYTPH IIOMeNIeHMH. JlaHHOe mccienoBaHHe MOCBSIIEHO
MO3UIHOHNPOBAHUIO BHYTPH IIOMELICHHH C HCIONB30BaHHEM TexHomoruu OecmpoBoaHoro wmatepHera Wi-Fi (Wireless Ethernet IEEE 802.11), xotopas
obnagaeT HeCOMHEHHBIM INIPEHMYIIECTBOM B BHAE HU3KOH IEHBI IO CPABHEHHIO C JPYTHMH OECIIPOBOJHBIMU TEXHOJOTHSAMHM, HCIOIb3yeMBIMH BHYTPU
nomemennid. OGopynoBanue, npuMeHseMoe TexHosorned Wi-Fi, sBIseTcs OTHOCHTENBHO JEIIeBBIM, a TakkKe BO MHOTHX IOMeIleHmsx ceTb Wi-Fi yxe
obecrieueHa, SBISIICH 9acThI0 HH(PACTPYKTYphl TEIEKOMMYHHKanuid. Bce 3To mo3Bomsier HM30exaTh IOpOrod M TPYHOEMKOH pabOoThI IO YCTaHOBKE
uHdpacTpyKTyphl. PacTymmii cmpoc Ha «yciyrd, cBsi3aHHble ¢ MectomoioxeHnem» (Location-Based Services, LBS) BHyTpu momernenuii cuaeman
MO3WIIMOHMPOBAHNIE BHYTPH MOMEIICHHI BaXKHBIM MPEAMETOM HCCIieoBaHuil. L{eb JaHHOTO WCCIeoBaHUs — PaccMOTpeTh pasinnuHble actekTsl Wi-Fi LBS
MO3VIOHNPOBAHNS BHYTPH ITOMEIICHUH C HCIIONB30BAaHHEM METOZa «OTIeYaTKOB MaiblieB» cuUrHanoB (fingerprinting), KOTOpbIe BIHSIOT HAa TOYHOCTH
MO3UIHOHUPOBAaHMA. B cTaThe paccMOTpeHHI cleqyromue acleKThl: pa3Mephl 0a3bl JaHHBIX CHJI CUTHAJIOB, KOMHYECTBO M3MEPEHHU CHIIBI CUTHANA B KaXJOH
TOYKE M3MEPEHUs, HCIONb30BaHHE TOUEK JOCTYNa cO CIabol CHJIOW CHIHAlla, MCIIONB30BaHHE PA3IMYHBIX HOCTYHMHBIX A TexHonoruu Wi-Fi nuamazoHos
YacTOT, HCIOJIb30BaHNEe HH(POPMAUK 00 OPHEHTAIIMH YCTPOUCTBA, a TAKXKE 3aBHCHMOCTh TOYHOCTH MO3HIHOHUPOBAHHS OT TOYHOCTH M3MEPEHHUs yCTPOHCTBA.
Jlns mpoBeneHust SKCIEPUMEHTOB OBUIM KCIIONB30BAaHBI TPU YCTPOWCTBA: HOYTOYK, ycrpoicTBo cMmapTdoH u Pocket PC. OcHoBbIBasch Ha pe3ynbTaTax
JKCIIEpUMEHTa, OBLIH CIeTaHbl CIeAyomue BeBOAbL. CrcTeMa MO3UIHOHUPOBAHHS MOXKET JOCTUYb OOMBIICH TOYHOCTHU, HCHOIb3Ys B JOIOIHEHUE K JOCTYIIHBIM
TOYKaM JOCTYyIa TOYKH JOCTyHa co ciaabol cuioil curHana. IlomydeHHast IpH MPOBEIEHUN SKCIEPUMEHTa OIIMOKA MO3UIMOHUPOBAaHNS paBHa 2 MeTpam. [lpu
9TOM JKCHEPUMEHT MOKa3aJl, YTO TPH HCIOJIB30BAHMM TOYEK JOCTYNA TOJNBKO M3 COCEIHMX 3[aHMil OIHMOKa MO3MIMOHMPOBaHUS paBHa 7 merpam. I[lpu
HCTIONIb30BAaHMU TOYEK JocTymna Ha yactote S5 [T (ucnonp3yromux cranaaptel IEEE 802.11a/n) B mononHeHne K TOYKaM JIOCTyIa, pabOTaOMKM Ha yacToTte 2.4
I'Tu, TOYHOCTH NMO3UIIMOHUPOBAHUS YBEITHUYMIACh HA 10 MPOLIEHTOB.
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